**HÂKİM VE SAVCILAR İÇİN GİRİŞ EĞİTİMİ**

1. **GİRİŞ EĞİTİMİ PLAN TEKLİFİ**

Bu Giriş Eğitimi, hâkimler ve savcılar için Siber Suçlar hakkında temel bilgiler sunduğundan önemli ve gerekli bir eğitimdir. Katılımcıların siber suçlar ve diğer ilgili konularla alakalı temel kavramları iyi bir şekilde kavrayabilmesini sağlamalıdır. Bu eğitim, her şeyden önce, İleri Eğitim ve diğer uzmanlık eğitimleri gibi gelecekteki eğitimler için sağlam bir temel sağlamalıdır. Tekrarlamak gerekirse, bu giriş eğitimi gelecekteki eğitimler için yapı taşı görevi görmelidir.

Adından da anlaşılacağı üzere, üç buçuk gün sürecek olan bu Hâkimler ve Savcılar için Siber Suçlara Dair Giriş Eğitimi, siber suçlarla ilgili konuların ve kavramların temel düzeyde katılımcılara sunulduğu bir eğitim olmalıdır. Eğitim başlangıçta katılımcıların zihinlerini açmalı ve ilgilerini artırmalıdır. Bu, siber suç kavramlarının temel düzeyde ele alınmasını ve mümkünse, Budapeşte Sözleşmesinin hükümlerini, yerel mevzuatı ve Dijital Delil ve Uluslararası İşbirliği ile ilgili kavramları anlamak ve kavramak için çok önemli olan terimlerin açıklanmasını içerir.

Kamu-Özel ortaklığı konulu oturum, Uluslararası İşbirliğine Giriş'te kısaca tartışılabileceği için dahil edilmemiştir.

**1. GÜN**

**9:00 1. AÇILIŞ KONUŞMASI / HOŞ GELDİNİZ MESAJLARI (30 dakika)**

Aşağıdakiler tarafından yapılacaktır:

AB Delegasyonu

Avrupa Konseyi – Proje Yöneticisi

Yerel/Ulusal Makamlar

**9:30 2. AVRUPA KONSEYİ TARAFINDAN SİBER SUÇLARA İLİŞKİN KAPASİTENİN GELİŞTİRİLMESİ (30 dakika)**

***Avrupa Konseyi Proje Yöneticisi tarafından gerçekleştirilecektir***

iPROCEEDS-2 gibi çeşitli projeleriyle siber suçlara ilişkin kapasitenin geliştirilmesine yönelik Avrupa Konseyi çalışmaları hakkında katılımcıları bilgilendirmeye yönelik bir oturum

**10:00 3. EĞİTİME GİRİŞ VE DENGELEME**

**(30 dakika)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Giriş ve Dengeleme, katılımcılara eğitimin hedeflerinin sunulmasına ve onların beklentilerinin yanı sıra siber suçları içeren davaların ele alınmasındaki endişelerinin öğrenilmesine hizmet eder.

Bu oturumun ana amacı, katılımcılara eğitime dair genel bir bakışın yanı sıra eğitimin amaç ve hedeflerini sunmaktır. Sorunsuz bir eğitim akışı için temel kurallar da katılımcılara sunulur.

Bu, katılımcılarla kaynaşmak için de mükemmel bir zamandır. Kısaca görüşlerini ve eğitimle ilgili bazı endişelerini paylaşmalarına izin verilebilir.

Bu oturumdaki eğiticinin, başlangıçta katılımcıların ilgisinin çekilmesi için eğitimi "pazarlaması" gerekir.

**10:30 Kahve molası**

**11:00 4. ÖN DEĞERLENDİRME VE SORU FORMU**

**(30 dakika)**

Eğitimde daha sonra uzmanlar tarafından cevaplanacak soru ve endişelerini yazma fırsatı bulmaları için katılımcılara bir soru formu verilir. Bu, eğiticilere katılımcıların bilgilerinin ne kadar ileri düzeyde olduğuna dair bir genel bakış sağlayan ve konularını nasıl işleyeceklerine dair bir fikir veren ön test (10 dakika süreli) şeklindeki bir ön değerlendirme ile birlikte uygulanır.

Siber arama emri eğitiminde kullandığımız ön testin bir örneği ekte verilmiştir.

**11:30 5. HAKİM VE SAVCILAR İÇİN İNTERNET İLE İLGİLİ TEMEL BİLGİLER**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı veya Yerel Eğitici tarafından gerçekleştirilecektir***

Bu oturumda, katılımcılara bilgisayar ve İnternet ile ilgili temel bilgiler verilir. Teknik oturuma giriş niteliğindedir, ancak temel düzeyde bilgi sağlanır.

Şunlarla ilgili konular:

1. Bilgisayar parçaları ve işlevleri
2. İnternet ekipmanları ve nasıl ortaya çıktıkları
3. İnternetin çalışma ve işleme şekli
4. İnternet hizmetleri ve uygulamaları

Diğer konular da eklenebilir.

İnternetin nasıl işlediğini daha iyi açıklamak ve göstermek için görsel yardımcı materyaller veya videolar kullanılabilir.

İnternet ve cep telefonlarının küresel kullanımı ve dünyayı nasıl etkilediği gibi ilginç gerçekler ve istatistikler oturumun başında katılımcılara sunulabilir. Bu şekilde tartışma başlatılıp konuya ilgileri çekilebilir.

**1:00 ÖĞLE ARASI**

**2:00 6. SİBER SUÇLARLA İLGİLİ TEMEL BİLGİLER (Siber Suçlara Giriş)**

(1,5 saat)

Bu oturumda, siber suçlara dair genel bir bakış sunulur.

Oturumun sonunda, katılımcıların şunları öğrenmiş olması beklenir:

1. Temel olarak siber suç kavramı
2. Katılımcıların eğitim boyunca karşılaşacakları farklı veri türleri (Trafik, İçerik ve Abone Bilgileri), bilgisayar sistemi ve ağı, hizmet sağlayıcı vb. gibi terminolojiler (bu eğitimde ve gelecekteki eğitimlerde lazım olacağı için)
3. Siber suç türleri ve küresel etkileri
4. Yaygın tehditler ve zorluklar

Katılımcıların ilgisini çekmek için bu oturumda dünyayı etkileyen somut vakalar tartışılabilir.

Varsa yerel vakalardan örnek verilebilir. Bu aynı zamanda, eğitimin gerçekleştirildiği ülke veya bölgede siber suç durumunun ne olduğu konusunda fikir edinmek için de iyi bir fırsattır.

Uygulamalı örnekler de konuların daha iyi anlaşılmasına yardımcı olabilir.

Ayrıca, toplumun çeşitli kesimlerini riske atan siber suçlar hakkında küresel olarak konuşulan videoların sunulması teşvik edilmektedir.

Küresel ekonomi ve güvenlik üzerindeki etkileri gibi dünyayı etkileyen yaygın siber suçlara dair istatistikler sunulabilir.

**3:30 KAHVE MOLASI**

**4:00 7. BUDAPEŞTE SÖZLEŞMESİ - GENEL BAKIŞ**

**(45 dakika)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Katılımcılara antlaşmanın neyle ilgili olduğu, üye devletler ve taraf olmak isteyen ülkelerin çalışmaları hakkında kısaca bilgi vermek için 45 dakikalık kısa bir oturumdur.

Ayrıca antlaşmanın esasa, usule ve uluslararası işbirliğine ilişkin bileşenleri de tartışılacaktır… **Bu aynı zamanda siber suçlara ilişkin temel bilgiler oturumuna entegre edilip ayrı bir oturum olarak ele alınmayabilir.**

**4:45 1. GÜNÜN SONU**

**2. GÜN**

**9:00 8. DİJİTAL/ELEKTRONİK DELİLLERE GENEL BAKIŞ**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Amaç katılımcıların şunları öğrenmesidir:

1. elektronik delilleri teşkil eden şeyler
2. elektronik delil türleri
3. elektronik delil kaynakları ve
4. elektronik delillerin özellikleri.

Fiziksel ve elektronik deliller arasındaki farklar da tartışılabilir.

Bu oturumda, karma değerleri, RAM'nin korunması, silinen dosyaların bulunması vb. gibi temel kavramlar ele alınacaktır.

Bu kavramların açıklandığı **videoların** da dahil edilmesi iyi olur.

Katılımcılardan birinin gösterimi yapması istenebileceği için karma değeri oluşturmak gibi katılımcıların ilgisini çekecek **uygulamalı egzersizler** yapılabilir.

Oturumun etkileşimli olması için katılımcılardan olası elektronik delilleri belirlemelerinin isteneceği, bir olay yerinin resmi veya çiziminin sunulduğu bir egzersiz yapılabilir.

Bu noktada elektronik delil eğitimi için bir başlangıç ​​olarak Avrupa Konseyi elektronik delil kılavuzunun içeriğine giriş yapılması uygundur.

Kabul edilebilirlikle ilgili temel kavramlar eklenebilir.

Kaç kişinin bilgisayar kullandığına ve bilgisayar başında günde kaç saat harcadıklarına ilişkin istatistikler de sunulabilir. Kişinin kendi elektronik cihazında saklanan ve ondan toplanabilen veya alınabilen tonlarca elektronik delil olduğu vurgulanırken bunun sunulması uygun olacaktır.

Elektronik delillerle ilgili ayrı bir eğitim olacağı için bu, derinlemesine bilgilerin sunulduğu bir oturum değildir.

**10:30 KAHVE MOLASI**

**11:00 9. BUDAPEŞTE SÖZLEŞMESİNİN ESASA İLİŞKİN HÜKÜMLERİ**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Kısım 1 – Bilgisayar Verilerinin Gizliliği, Bütünlüğü ve Kullanabilirliğine Karşı İşlenen Suçlar

Bu bölüm, Budapeşte Sözleşmesi Bölüm II, Kısım 1, Başlık 1 kapsamındaki esasa ilişkin suçları kapsar.

Bilgisayar verileri ve sistemlerinin gizliliği, bütünlüğü ve kullanabilirliğine karşı işlenen suçlar

a. Yasa dışı erişim (Madde 2)

b. Yasa dışı olarak izleyerek ele geçirme (Madde 3)

c. Verilere müdahale (Madde 4)

d. Sistemlere müdahale (Madde 5)

e. Cihazların kötüye kullanımı (Madde 6)

Her suç ve unsurları tartışılmalı ve katılımcılara açıklanmalıdır.

Konunun daha iyi anlaşılması için tartışmaya bazı örnekler ve gerçek vakaların eklenmesi iyi olur. Katılımcıların daha iyi bağlantı kurabilmesi için yerel örnekler verilmesi tercih edilir.

Ayrıca katılımcılara konuya dair sahip olabilecekleri bazı deneyimlerini paylaşma fırsatı verilerek katılımcılarla biraz etkileşime geçilmesine olanak tanınabilir.

**12:30 ÖĞLE ARASI**

**1:30 10. BUDAPEŞTE SÖZLEŞMESİNİN ESASA İLİŞKİN HÜKÜMLERİ**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Kısım 2 – İçerik ve Bilgisayarla İlgili Suçlar

Bu bölüm, Budapeşte Sözleşmesi Bölüm II, Kısım 1, Başlık 2, 3 ve 4 kapsamındaki esasa ilişkin suçları kapsar.

Bilgisayarla ilgili suçlar (Başlık 2)

a. Bilgisayarla ilgili sahtecilik (Madde 7)

b. Bilgisayarla ilgili dolandırıcılık (Madde 8)

Bilgisayarla ilgili suçlar (Başlık 3)

a. Çocuk pornografisi ile ilgili suçlar (Madde 9)

Telif hakkı ve ilgili hakların ihlaliyle ilgili suçlar (Başlık 4)

a. Telif hakkı ve ilgili hakların ihlaliyle ilgili suçlar (Madde 10)

Her suç ve unsurları tartışılmalı ve katılımcılara açıklanmalıdır.

Konunun daha iyi anlaşılması için tartışmaya bazı örnekler ve gerçek vakaların eklenmesi iyi olur. Katılımcıların daha iyi bağlantı kurabilmesi için yerel örnekler verilmesi tercih edilir.

Ayrıca katılımcılara konuya dair sahip olabilecekleri bazı deneyimlerini paylaşma fırsatı verilerek katılımcılarla biraz etkileşime geçilmesine olanak tanınabilir.

**3:00 KAHVE MOLASI**

**3:30 11. BUDAPEŞTE SÖZLEŞMESİ KAPSAMINDAKİ USULE İLİŞKİN YETKİLER**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Kısım 1 – Kapsam, koşullar ve koruma önlemleri

Saklama ve sunma emirleri

Bu, Budapeşte Sözleşmesi Bölüm II, Kısım 2, Başlık 1, 2 ve 3 kapsamındaki usul hukuku hükümlerini kapsar.

Bu oturumda aşağıdaki konular tartışılacaktır:

1. Usule ilişkin yetkilerin kapsamı (Madde 14)
2. Koşullar ve koruma önlemleri (Madde 15)
3. Depolanan bilgisayar verilerinin hızlandırılmış olarak koruma altına alınması (Madde 16)
4. Korunan trafik verilerinin hızlandırılmış olarak korunması ve kısmi ifşası (Madde 17)
5. Sunma emri (Madde 18)

Her bir usul yetkisinin temel kavramları ve unsurları tartışılmalı ve katılımcılara açıklanmalıdır.

Katılımcıların çoğu olmasa da bazıları için yeni olabilecek kavramları daha geniş kapsamlı olarak açıklamak için vaka örnekleri verilebilir. Bu, kavramları daha iyi anlamalarını sağlayacaktır.

Bölgesel ve yerel vakalar varsa, katılımcıların daha fazla ilişki kurması bunların ele alınması tercih edilir.

**5:00 2. GÜNÜN SONU**

**3. GÜN**

**9:00 12. BUDAPEŞTE SÖZLEŞMESİ KAPSAMINDAKİ USULE İLİŞKİN YETKİLER**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Kısım 2 – Arama ve el koyma, gerçek zamanlı toplama, ele geçirme

Bu, Budapeşte Sözleşmesi Bölüm II, Kısım 2, Başlık 2, 4 ve 5 kapsamındaki usul hukuku hükümlerini kapsar.

a. Depolanan bilgisayar verilerinin aranması ve bunlara el koyulması (Madde 19)

b. Trafik verilerinin gerçek zamanlı olarak toplanması (Madde 20)

c. İçerik verilerinin ele geçirilmesi (Madde 21)

Bu oturumda, Kısım 3 Madde 22 kapsamındaki yargı yetkisi konusu da usule ilişkin yetkileri etkilediği için tartışılabilir.

Katılımcıların çoğu olmasa da bazıları için yeni olabilecek kavramları daha geniş kapsamlı olarak açıklamak için vaka örnekleri verilebilir. Bu, kavramları daha iyi anlamalarını sağlayacaktır. Yine katılımcıların daha fazla ilişki kurabilmesi için yerel/bölgesel senaryoların ele alınması tercih edilir.

**10:30 KAHVE MOLASI**

**11:00 13. ULUSLARARASI İŞBİRLİĞİNE DAİR TEMEL KAVRAMLAR**

**(1,5 saat)**

***Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Bu oturumda, katılımcılara uluslararası işbirliğinin temel kavramları ve ilkeleri hakkında genel bir bakış sunulur.

Siber suçların küresel boyutu, sınır ötesi niteliği ve dolayısıyla uluslararası işbirliğini gerektirmesi yeniden vurgulanarak oturuma başlanabilir.

Uluslararası işbirliğinin nasıl yürütüleceğine ilişkin mekanizmalar, bir işbirliği aracı olarak karşılıklı adli yardıma genel bir bakışla birlikte özetlenebilir.

Devletler arasında uluslararası işbirliğini mümkün kılan ve kolaylaştıran çeşitli kurumlar ve antlaşmalar ve bunların yanıt mekanizmaları hakkındaki tartışmalar burada gerçekleştirilebilir.

Uluslararası İşbirliğine ilişkin Sözleşmedeki maddelerin gözden geçirilmesi

a. Kendiliğinden bilgilendirme (Madde 26)

b. Depolanan bilgisayar verilerinin hızlandırılmış olarak koruma altına alınması (Madde 29)

c. Korunan trafik verilerinin hızlandırılmış ifşası (Madde 30)

d. Depolanan bilgisayar verilerine erişimle ilgili karşılıklı yardım (Madde 31)

e. İzin alınarak veya genel erişime açık olduğu durumlarda depolanan bilgisayar verilerine sınır ötesi erişim (Madde 32)

f. Trafik verilerinin gerçek zamanlı olarak toplanmasına ilişkin karşılıklı yardım (Madde 33)

g. İçerik verilerinin ele geçirilmesine ilişkin karşılıklı yardım (Madde 34)

h. 7/24 Ağ (Madde 35)

Uluslararası İşbirliği konusunda bir uzmanlık eğitimi olduğu için burada derinlemesine tartışma yapılmamalıdır.

Kamu-Özel Ortaklığı kavramı burada tanıtılabilir ve uluslararası işbirliği ile etkileşimi sunulabilir. Uluslararası İşbirliği eğitimine Kamu-Özel ortaklığı hakkında tam bir oturum olarak derinlemesine bir tartışma dahil edilemez.

**12:30 ÖĞLE ARASI**

**1:15 14. SİBER SUÇ SORUŞTURMALARINA GENEL BAKIŞ (Devlet kurumları ve emniyet teşkilatı)**

**(1 saat)**

***Yerel Emniyet Teşkilatı ve Avrupa Konseyi Uzmanı tarafından gerçekleştirilecektir***

Bu oturum, kolluk kuvvetlerinin işlerini nasıl yaptıkları ve siber suçların soruşturulmasında hangi devlet kurumlarının çok önemli olduğu konusunda katılımcılara genel bir fikir verir.

Oturum, yerel Emniyet Teşkilatı temsilcisi tarafından katılımcılara siber suç soruşturmasının nasıl yürütüldüğüne dair bir özet veya genel bakış sunularak gerçekleştirilebilir.

Dava açılmadan önce nasıl soruşturma yapıldığı konusunda katılımcılara bilgi verilebilir. Bu, dava oluşturma süreci, gözetim süreci ve nihayetinde bir davanın mahkemede açılmak için hazır hale geldiği sonucuna nasıl varıldığının ele alınmasını içerecektir.

Bu bilgiler, özellikle yargılama sırasında bir tanığa sorular sorarken kendilerine yardımcı olacak delillerin nasıl toplandığını bildiklerinden hâkim ve savcılar için yararlı ve kullanışlıdır. Söz konusu bilgiler, önlerine getirilen delillerin değerlendirilmesinde de yararlı olacaktır.

Bu oturum, siber suç soruşturmasıyla ilgili olarak tüm dünyadan en iyi uygulamaları paylaşabilecek bir Avrupa Konseyi Uzmanı ile birlikte düzenlenebilir.

**2:15 15. SİBER SUÇ MEVZUATI (ULUSAL MEVZUAT)**

**(1,5 saat)**

***Yerel Uzman tarafından gerçekleştirilecektir***

Bu, siber suçlarla ilgili yerel mevzuatın ilgili ülkenin bir temsilcisi tarafından tartışıldığı ve sunulduğu oturumdur.

Siber suç hukukuna ve ülkenin ilgili kanunlarına genel bir bakış sunularak Sözleşme ile paralel karşılaştırmalar yapılabilir.

Siber suçlarla mücadelede ülkenin yasalarını güçlendirme çalışmalarına ilişkin bir güncelleme de burada tartışılabilir.

**3:45 KAHVE MOLASI**

**4:00 16. SİBER SUÇLAR KONUSUNDA BECERİLERİN GELİŞTİRİLMESİ**

**(1 saat)**

***Avrupa Konseyi Uzmanı tarafından yönetilecektir***

Katılımcılar 3-4 gruba ayrılacaktır. Her gruba eğitimde tartışılan konularla ilgili soruları yanıtlayacakları bir vaka senaryosu verilecektir. Bu şekilde öğrenme düzeyleri de ölçülecektir. Bu 1 saat sürecektir.

**5:00 3. GÜNÜN SONU**

**4. GÜN**

**9:00 17. SON DEĞERLENDİRME**

Bu son test (ön test ile aynı), katılımcıların işlenen konuları anlayıp anlamadığını ölçmek için yapılacaktır. Bu da 10 dakika sürecektir.

**9:20 18. GRUP RAPORLAMASI**

***Avrupa Konseyi Uzmanı tarafından yönetilecektir***

Her grup, grup tartışmasında tartıştıkları şeyleri raporlayacaktır. Raporun teslim edilmesi için bir raportör belirleyeceklerdir.

Uzmanlar, verilen yanıtları yorumlayacak ve eleştirecek olan panelistler olacaktır.

**10:30 KAHVE MOLASI**

**11:00 19. AÇIK OTURUM (geri bildirim mekanizması)**

***Avrupa Konseyi Uzmanı tarafından yönetilecektir***

Bu oturumda uzmanlar, daha önce verilen Soru Formunda katılımcıların yönelttikleri soruları yanıtlayacaklardır. Bu oturum, belirsiz konuların netleştirilmesine ve katılımcıların siber suçlarla ilgili bilgi ve anlayışlarının daha da güçlendirilmesine hizmet edecektir.

**12:00 20. SON DEĞERLENDİRME SONUÇLARININ SUNUMU**

***Avrupa Konseyi Uzmanı tarafından sunulacaktır***

Son testin sonuçları ilan edilecek ve kaydedilen gelişmeyi belirlemek için ön test sonuçları ile karşılaştırılacaktır.

**12:30 21. KAPANIŞ KONUŞMASI (20 dakika)**

***Avrupa Konseyi Proje Yöneticisi tarafından gerçekleştirilecektir***

***Yerel Temsilci/Makamlar***

Bu oturum, yerel organizatörlerin istediği gibi düzenleyebileceği şekilde esnek olmalıdır. Bu, Avrupa Konseyi ve yerel organizatör tarafından kapanış ve teşekkür konuşmalarının yapılmasını içerecektir.

Sertifikaların dağıtımının nasıl yapılacağı, organizatörün etkinliği ne kadar yerel düzeyde düzenlediğine bağlı olacaktır. Katılımcılara sadece sertifika verilebilir veya kısa olması şartıyla bir çeşit “mezuniyet” töreni yapılabilir.

Avrupa Konseyi Uzmanları ayrıca bu oturumdaki katılımcılara değerlendirme formunu veya eğitimin nasıl geçtiğine dair geri bildirim formunu doldurmalarını hatırlatmalıdır.

**1:00 EĞİTİMİN SONU**

Katılımcılara değerlendirme formu/geri bildirim formunu doldurmaları hatırlatılmalıdır.